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Objectives

e Think Strategically
e Technology Change (How it's done)
e Holistic Approach (Possible biometric solution)
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Our Approach
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Technology Process Facilities
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Transformation Case Study : Banking

Technology Will Change the Footprint
Banking Industry

“Model” hranch 7nning
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Transformation Case Study : Gas Stations

Prototype: Integrating New Technologies for Customers’ Travel Process
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Prototype: Integrating New Technolo

Travel Process
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Check-in Process
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Security Breach

Aircraft Boarding Process
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Transborder Clearance
C ]

The Federal Inspection Services
will use the same security
technology:
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Non-US Country

EasyCheck -in with
Passport Reader
Customs Form

Analysis During Flight

Future Fast Track
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Summary
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= Satisfied Customers
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